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POLICY #4012.00 
 
SUBJECT:  WIRELESS NETWORK COMMUNICATION 
 
POLICY 
This policy prohibits access to NSMHA networks via unsecured wireless communications. Additionally, 
this policy prohibits wireless network communications of NSMHA workstations inside the NSMHA office 
and of laptops while physically connected to the internal NSMHA network.   
 
Only wireless network communications configurations established by the IS/IT Department may be 
utilized by NSMHA staff with NSMHA owned equipment. 
 
Any access to NSMHA networks via wireless network communications shall follow the NSMHA Remote 
Access Policy. 
 
By default, any NSMHA owned equipment shall have any wireless network communication disabled. 
 

A. Enforcement 
All managers are responsible for enforcing this procedure.  Employees who violate this procedure 
are subject to discipline up to and including termination from employment in accordance with 
NSMHA’s Employee Conduct and Discipline policy. 

 
ATTACHMENTS 
 None 
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